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ANNOUNCEMENT NUMBER: 20-062
CLOSE OUT DATE: Open Until Filled
POSITION TITLE: Warrior Network IT Engineer
POSITION INFORMATION: Length: 30 Sep 20
Tour intent is FY Pending Funding and Airman’s continued eligibility. ADOS, Title 10 - 12301d
RANK/GRADE REQUIREMENT: SSgt-MSgt
AFSC REQUIREMENT: 3D072/3D073/3D172
SECURITY CLEARANCE REQ: (Member must have appropriate clearance for the position)
LOCATION: McGhee Tyson ANGB, TN
WHO MAY APPLY: Qualified ANG members only
POC Position: CMSgt Shaun Withers

Position Description (Duty Description): Work cooperatively, collaboratively and transparently with all associated organizations to support Network Deployments. This role is expected to confirm to best handling practices with security and networking within Tec’s TEC-U production studios. Develops system specifications, architecture designs, integration and
test plans, plus all relevant documentation to upgrade deployment of broadcast content within the AFNET and commercial services. Develops security assessment and mitigation strategies. Maintain compliance with DOD Information Assurance requirements as well as ensuring service performance indicators are met or exceeded. Work with leadership to research, analyze, and implement network security solutions/capabilities/enhancements to support mission goals and objectives. Provides technical guidance for directing and monitoring information systems operations. Responsible for maintaining, supporting, and optimizing key functional areas, particularly network infrastructure, server infrastructure, network security, telecommunications systems and service desk. Responsible for managing and setting priorities for the monitoring and maintenance of network systems, including LANs, WANs, Internet, intranet, wireless. The candidate must have working knowledge in Cisco networking devices and troubleshooting I/OSPF. Ability to problem-solve, and think creatively. Collaborating with cross-functional teams. Experience on COTS tools. Experience and familiarity with IT management products and services. Experience with networking, server, application and development technologies. Domain expertise with IT operations, security or compliance.